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AN ACT

AMENDING TITLE 18, CHAPTER 1, ARTICLE 1, ARIZONA REVISED STATUTES, BY
ADDING SECTION 18-105; RELATING TO STATE INFORMATION TECHNOLOGY.

(TEXT OF BILL BEGINS ON NEXT PAGE)
Be it enacted by the Legislature of the State of Arizona:

Section 1. Title 18, chapter 1, article 1, Arizona Revised Statutes, is amended by adding section 18-105, to read:

18-105. Cybersecurity threats; state information technology; standards; state employees and contractors; prohibition; exceptions; definitions

A. Not more than thirty days after the effective date of this section, the department shall develop standards, guidelines and practices for state agencies, contractors of this state and public institutions of higher education that do all of the following:

1. Require the removal of any covered application from state information technology.

2. Address the use of personal electronic devices by state employees and contractors of this state to conduct state business, including covered application-enabled cell phones with remote access to an employee's state email account.

3. Identify sensitive locations, meetings or personnel within a state agency that could be exposed to covered application-enabled personal devices and develop restrictions on the use of personal cell phones, tablets or laptops in a designated sensitive location.

B. Each state agency, contractor of this state and public institution of higher education shall develop policies to support the implementation of this section and report the policy to the department.

C. State employees and contractors of this state may not:

1. Conduct state business on any personal electronic device that has a covered application.

2. Use any communications equipment and services that are included on the federal communications commission's covered communications equipment or services list published pursuant to the secure and trusted communications networks act of 2019 (P.L. 116-124; 134 Stat. 158; 47 United States code section 1601) and that are deemed to pose an unacceptable risk to the national security of the united states or the security and safety of united states citizens.

D. Each state agency, contractor of this state and public institution of higher education shall implement network-based restrictions to prevent the use of prohibited technologies on agency networks by any electronic device. Each state agency, contractor of this state and public institution of higher education shall strictly enforce this section.

E. Each state employee shall sign a document annually confirming that the state employee understands the standards, guidelines and practices adopted pursuant to this section. A state employee who is found to have violated this section may be subject to disciplinary action, including termination of employment.
F. The department shall require all state agencies and public institutions of higher education to implement security controls on state information technology that do all of the following:

1. Restrict access to application stores or unauthorized software repositories to prevent the installation of unauthorized applications.

2. Have the ability to remotely disable noncompliant or compromised state information technology.

3. Have the ability to remotely uninstall unauthorized software from state information technology.

4. As necessary, deploy secure baseline configuration for state information technology.

5. Restrict access to any covered application on all agency technology infrastructures, including local networks, wide area networks, and virtual private network connections.

6. Restrict any personal electronic device that has a covered application from connecting to agency technology infrastructures or state data.

G. The department may grant exceptions to this section to enable law enforcement investigations and other appropriate uses of covered applications on state-issued devices if the state agency or public institution of higher education requesting access establishes a separate network with the approval of the head of the agency or public institution of higher education. This authority may not be delegated. The exceptions described in this subsection must be reported to the Arizona Department of Homeland Security. Exceptions may include any of the following:

1. Accomplishing a specific business need, such as enabling a criminal or civil investigation or sharing information to the public during an emergency.

2. For personal electronic devices, extenuating circumstances granted for a predetermined period of time. To the extent practicable, exception-based usage should be performed only on personal electronic devices that are not used for other state business and on nonstate networks. Cameras and microphones must be disabled on personal electronic devices for exception-based use.

H. A public institution of higher education may include in the policy submitted to the department an exception to accommodate the use by students of a state email address provided by the public institution of higher education. Any exception shall be restricted to the student's use of a personal electronic device that is privately owned or leased by the student or a member of the student's immediate family and shall include network security considerations to protect the public institution of higher education's network and data from traffic related to covered applications.

1. The department shall develop, annually update and publish a list of applications, services, communications equipment and services, and
SOFTWARE THAT MAY BE BANNED IF THE APPLICATION, SERVICE, COMMUNICATIONS EQUIPMENT AND SERVICES, OR SOFTWARE PRESENTS A CYBERSECURITY THREAT TO THIS STATE OR THE UNITED STATES. THE DEPARTMENT SHALL NOTIFY EACH STATE AGENCY AND PUBLIC INSTITUTION OF HIGHER EDUCATION AND THE DIRECTORS OF THE JOINT LEGISLATIVE BUDGET COMMITTEE AND GOVERNOR'S OFFICE OF STRATEGIC PLANNING AND BUDGETING OF ANY APPLICATION, SERVICE, COMMUNICATIONS EQUIPMENT AND SERVICES, OR SOFTWARE THAT IS ADDED TO OR REMOVED FROM THE LIST.

J. FOR THE PURPOSES OF THIS SECTION:

1. "COMPANY" MEANS AN ENTITY THAT MEETS ANY OF THE FOLLOWING:
   (a) DIRECTLY OR INDIRECTLY OWNS OR OPERATES A PLATFORM THAT IS DIRECTLY OR INDIRECTLY OWNED OR OPERATED BY A COUNTRY OF CONCERN OR IS DOMICILED IN, HAS ITS PRINCIPAL PLACE OF BUSINESS IN, IS HEADQUARTERED IN OR IS ORGANIZED UNDER THE LAWS OF A COUNTRY OF CONCERN.
   (b) IS SUBJECTED TO SUBSTANTIAL CONTROL OR INFLUENCE, DIRECTLY OR INDIRECTLY, FROM A COUNTRY OF CONCERN, INCLUDING THE CONTENT MODERATION PRACTICES OF THE ENTITY THAT DIRECTLY OR INDIRECTLY OWNS OR OPERATES SUCH A PLATFORM.
   (c) IS DIRECTLY OR INDIRECTLY COMPELLED TO SHARE DATA REGARDING UNITED STATES CITIZENS WITH A COUNTRY OF CONCERN.
   (d) USES SOFTWARE, COMMUNICATIONS EQUIPMENT AND SERVICES OR AN ALGORITHM THAT IS DIRECTLY OR INDIRECTLY CONTROLLED OR MONITORED BY A COUNTRY OF CONCERN.

2. "CONFIDENTIAL OR SENSITIVE INFORMATION" INCLUDES INFORMATION TECHNOLOGY CONFIGURATIONS, CRIMINAL JUSTICE INFORMATION, FINANCIAL DATA, PERSONALLY IDENTIFIABLE DATA, SENSITIVE PERSONAL INFORMATION OR ANY DATA PROTECTED BY FEDERAL OR STATE LAW.

3. "COUNTRY OF CONCERN" INCLUDES:
   (a) CHINA.
   (b) CUBA.
   (c) ERITREA.
   (d) IRAN.
   (e) MYANMAR.
   (f) NORTH KOREA.
   (g) NICARAGUA.
   (h) PAKISTAN.
   (i) RUSSIA.
   (j) SAUDI ARABIA.
   (k) TAJKISTAN.
   (l) TURKMENISTAN.

4. "COVERED APPLICATION" MEANS A SOCIAL NETWORKING SERVICE AND ANY CURRENT OR FUTURE SUCCESSOR APPLICATION OR SERVICE DEVELOPED OR PROVIDED BY A PRIVATE COMPANY OR ANY ENTITY OWNED OR OPERATED BY A PRIVATE COMPANY THAT IS FOUNDED, HEADQUARTERED OR LOCATED IN A COUNTRY OF CONCERN.

6. "SENSITIVE LOCATION":
   (a) MEANS ANY LOCATION, WHETHER PHYSICAL OR ELECTRONIC, THAT IS USED TO DISCUSS CONFIDENTIAL OR SENSITIVE INFORMATION.
   (b) INCLUDES VIDEO CONFERENCING AND ELECTRONIC MEETINGS ROOMS.

7. "STATE BUSINESS" INCLUDES THE ACT OF ACCESSING ANY STATE-OWNED DATA, STATE-OWNED APPLICATION, STATE EMAIL ACCOUNT, NONPUBLIC FACING COMMUNICATION, VOICE OVER INTERNET PROTOCOL, SHORT MESSAGE SERVICE, VIDEOCONFERENCING AND ANY OTHER STATE DATABASE OR APPLICATION.

8. "STATE EMPLOYEE":
   (a) INCLUDES:
      (i) ANY FULL-TIME OR PART-TIME EMPLOYEE OF THIS STATE.
      (ii) A CONTRACTOR OF THIS STATE.
      (iii) A PAID OR UNPAID INTERN OF THIS STATE.
      (iv) ANY USER OF A STATE NETWORK.
   (b) DOES NOT INCLUDE A COUNTY, CITY OR TOWN EMPLOYEE.

9. "STATE INFORMATION TECHNOLOGY" INCLUDES ALL STATE-ISSUED AND OWNED CELL PHONES, LAPTOPS, TABLETS AND DESKTOP COMPUTERS AND ANY OTHER STATE-ISSUED AND OWNED ELECTRONIC DEVICES THAT ARE CAPABLE OF INTERNET CONNECTIVITY.