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AN ACT

AMENDING TITLE 26, CHAPTER 1, ARIZONA REVISED STATUTES, BY ADDING ARTICLE 8; RELATING TO MILITARY AND SURVEILLANCE EQUIPMENT.

(TEXT OF BILL BEGINS ON NEXT PAGE)
Be it enacted by the Legislature of the State of Arizona:

Section 1. Title 26, chapter 1, Arizona Revised Statutes, is amended by adding article 8, to read:

ARTICLE 8. MILITARY EQUIPMENT AND SURVEILLANCE EQUIPMENT

26-271. Definitions

IN THIS ARTICLE, UNLESS THE CONTEXT OTHERWISE REQUIRES:

1. "APPROVING ENTITY" MEANS:
   (a) FOR A MUNICIPALITY, THE GOVERNING BODY OF THE MUNICIPALITY.
   (b) FOR A COUNTY, THE BOARD OF SUPERVISORS OF THE COUNTY.
   (c) FOR THIS STATE, THE JOINT LEGISLATIVE BUDGET COMMITTEE.

2. "DISCRIMINATION" MEANS ANY OF THE FOLLOWING:
   (a) THE DISPARATE TREATMENT OF AN INDIVIDUAL BECAUSE OF EITHER:
       (i) THAT INDIVIDUAL'S REAL OR PERCEIVED TRAIT, CHARACTERISTIC OR
           STATUS AS TO WHICH DISCRIMINATION IS PROHIBITED UNDER THE CONSTITUTION OF
           THE UNITED STATES OR ANY OTHER LAW OF THE UNITED STATES, THE CONSTITUTION
           OF ARIZONA OR ANY OTHER LAW OF THIS STATE, ANY CITY CHARTER, IF
           APPLICABLE, ANY MUNICIPAL ORDINANCE OR RESOLUTION, IF APPLICABLE, OR ANY
           COUNTY ORDINANCE OR RESOLUTION, IF APPLICABLE.
       (ii) THAT INDIVIDUAL'S ASSOCIATION WITH ANOTHER INDIVIDUAL AS TO
           WHOM DISCRIMINATION IS PROHIBITED AS DESCRIBED IN ITEM (i) OF THIS
           SUBDIVISION.
   (b) THE DISPARATE IMPACT ON AN INDIVIDUAL HAVING A TRAIT,
       CHARACTERISTIC OR STATUS AS DESCRIBED IN SUBDIVISION (a) OF THIS
       PARAGRAPH.

3. "DISPARATE IMPACT" MEANS AN ADVERSE EFFECT THAT IS
   DISPROPORTIONATELY EXPERIENCED BY AN INDIVIDUAL HAVING ANY TRAIT,
   CHARACTERISTIC OR STATUS AS TO WHICH DISCRIMINATION IS PROHIBITED UNDER
   THE CONSTITUTION OF THE UNITED STATES OR ANY OTHER LAW OF THE UNITED
   STATES, THE CONSTITUTION OF ARIZONA OR ANY OTHER LAW OF THIS STATE, ANY
   CITY CHARTER, IF APPLICABLE, ANY MUNICIPAL ORDINANCE OR RESOLUTION, IF
   APPLICABLE, OR ANY COUNTY ORDINANCE OR RESOLUTION, IF APPLICABLE, THAN BY
   A SIMILARLY SITUATED INDIVIDUAL NOT HAVING SUCH A TRAIT, CHARACTERISTIC OR
   STATUS.

4. "MILITARY EQUIPMENT":
   (a) MEANS TACTICAL EQUIPMENT THAT IS REGULARLY ACQUIRED, MAINTAINED
       OR USED BY THE UNITED STATES MILITARY.
   (b) INCLUDES ANY OF THE FOLLOWING:
       (i) MANNED AIRCRAFT.
       (ii) UNMANNED AERIAL VEHICLES.
       (iii) WHEELED OR TRACKED ARMORED VEHICLES, INCLUDING MINE-RESISTANT
             AND AMBUSH-PROTECTED VEHICLES.
       (iv) TACTICAL VEHICLES AND VESSELS.
       (v) COMMAND AND CONTROL VEHICLES.
       (vi) FIREARMS AND AMMUNITION OF .50 CALIBER OR HIGHER.
(vii) FIREARMS AND AMMUNITION UNDER .50 CALIBER, OTHER THAN SERVICE WEAPONS, AND AMMUNITION THEREFOR, ISSUED TO LOCAL POLICE OFFICERS.

(viii) BAYONETS.

(ix) GRENADE LAUNCHERS.

(x) GRENADES, INCLUDING STUN AND FLASH-BANG GRENADES.

(xi) EXPLOSIVES AND PYROTECHNICS.

(xii) SILENCERS.

(xiii) BREACHING APPARATUSES.

(xiv) RIOT BATONS.

(xv) HELMETS AND SHIELDS.

(xvi) LONG-RANGE ACOUSTIC DEVICES.

(xvii) NIGHT VISION DEVICES.

(xviii) CAMOUFLAGE UNIFORMS.

5. "SURVEILLANCE DATA" MEANS ANY ELECTRONIC DATA THAT IS COLLECTED, CAPTURED, RECORDED, RETAINED, PROCESSED, INTERCEPTED, ANALYZED OR SHARED BY SURVEILLANCE EQUIPMENT.

6. "SURVEILLANCE EQUIPMENT":

(a) MEANS:

(i) AN ELECTRONIC SURVEILLANCE DEVICE, HARDWARE OR SOFTWARE THAT IS CAPABLE OF COLLECTING, CAPTURING, RECORDING, RETAINING, PROCESSING, INTERCEPTING, ANALYZING, MONITORING OR SHARING AUDIO, VISUAL, DIGITAL, LOCATION, THERMAL, BIOMETRIC OR SIMILAR INFORMATION OR COMMUNICATIONS SPECIFICALLY ASSOCIATED WITH, OR CAPABLE OF BEING ASSOCIATED WITH, ANY SPECIFIC INDIVIDUAL OR GROUP.

(ii) ANY SYSTEM, DEVICE OR VEHICLE THAT IS EQUIPPED WITH AN ELECTRONIC SURVEILLANCE DEVICE, HARDWARE OR SOFTWARE.

(b) INCLUDES:

(i) INTERNATIONAL MOBILE SUBSCRIBER IDENTITY CATCHERS AND OTHER CELL SITE SIMULATORS.

(ii) AUTOMATIC LICENSE PLATE READERS.

(iii) ELECTRONIC TOLL READERS.

(iv) CLOSED-CIRCUIT TELEVISION CAMERAS.

(v) BIOMETRIC SURVEILLANCE TECHNOLOGY, INCLUDING FACIAL, VOICE, IRIS AND GAIT-RECOGNITION SOFTWARE AND DATABASES.

(vi) MOBILE DNA CAPTURE TECHNOLOGY.

(vii) GUNSHOT DETECTION AND LOCATION HARDWARE AND SERVICES.

(viii) X-RAY VANS.

(ix) VIDEO AND AUDIO MONITORING OR RECORDING TECHNOLOGY, SUCH AS SURVEILLANCE CAMERAS, WIDE-ANGLE CAMERAS AND WEARABLE BODY CAMERAS.

(x) SURVEILLANCE-ENABLED OR SURVEILLANCE-CAPABLE LIGHTBULBS OR LIGHT FIXTURES.

(xi) TOOLS, INCLUDING SOFTWARE AND HARDWARE, USED TO GAIN UNAUTHORIZED ACCESS TO A COMPUTER, COMPUTER SERVICE OR COMPUTER NETWORK.

(xii) SOCIAL MEDIA MONITORING SOFTWARE.

(xiii) THROUGH-THE-WALL RADAR OR SIMILAR IMAGING TECHNOLOGY.
(xiv) PASSIVE SCANNERS OF RADIO NETWORKS.
(xv) LONG-RANGE BLUETOOTH AND OTHER WIRELESS-SCANNING DEVICES.
(xvi) RADIO-FREQUENCY IDENTIFICATION SCANNERS.
(xvii) SOFTWARE DESIGNED TO INTEGRATE OR ANALYZE DATA FROM SURVEILLANCE TECHNOLOGY, INCLUDING SURVEILLANCE TARGET TRACKING AND PREDICTIVE POLICING SOFTWARE.
(c) DOES NOT INCLUDE THE FOLLOWING, UNLESS THEY HAVE BEEN EQUIPPED WITH, OR ARE MODIFIED TO BECOME OR INCLUDE, SURVEILLANCE TECHNOLOGY LISTED IN SUBDIVISION (b) OF THIS PARAGRAPH:
(i) ROUTINE OFFICE HARDWARE, SUCH AS A TELEVISION, COMPUTER OR PRINTER, THAT IS IN WIDESPREAD PUBLIC USE AND WILL NOT BE USED FOR ANY SURVEILLANCE OR SURVEILLANCE-RELATED FUNCTIONS.
(ii) PARKING TICKET DEVICES.
(iii) MANUALLY OPERATED AND NONWEARABLE HANDHELD DIGITAL CAMERAS, AUDIO RECORDERS AND VIDEO RECORDERS THAT ARE NOT DESIGNED TO BE USED SURREPTITIOUSLY AND WHOSE FUNCTIONALITY IS LIMITED TO MANUALLY CAPTURING AND MANUALLY DOWNLOADING VIDEO OR AUDIO RECORDINGS, OR BOTH.
(iv) SURVEILLANCE DEVICES THAT CANNOT RECORD OR TRANSMIT AUDIO OR VIDEO OR BE REMOTELY ACCESSED, SUCH AS IMAGE-STABILIZING BINOCULARS.
(v) MUNICIPAL, COUNTY OR STATE AGENCY DATABASES THAT DO NOT AND WILL NOT CONTAIN ANY DATA OR OTHER INFORMATION COLLECTED, CAPTURED, RECORDED, RETAINED, PROCESSED, INTERCEPTED OR ANALYZED BY SURVEILLANCE TECHNOLOGY.
(vi) MANUALLY OPERATED TECHNOLOGICAL DEVICES THAT ARE USED PRIMARILY FOR INTERNAL MUNICIPAL ENTITY COMMUNICATIONS AND THAT ARE NOT DESIGNED TO SURREPTITIOUSLY COLLECT SURVEILLANCE DATA, SUCH AS RADIOS AND EMAIL SYSTEMS.

7. "VIEWPOINT-BASED" MEANS TARGETED AT ANY COMMUNITY OR GROUP OR ITS MEMBERS BECAUSE OF THE MEMBERS' EXERCISE OF RIGHTS PROTECTED UNDER THE FIRST AMENDMENT OF THE UNITED STATES CONSTITUTION.

26-272. Construction of article; use of military equipment and surveillance equipment; collective bargaining agreements

A. THE ENUMERATION OF MILITARY EQUIPMENT AND SURVEILLANCE EQUIPMENT IN THIS ARTICLE DOES NOT ENDORSE OR APPROVE THEIR USE BY ANY MUNICIPALITY, ANY COUNTY OR THIS STATE.

B. MUNICIPAL, COUNTY AND STATE EMPLOYEES OR AGENTS MAY NOT:

1. USE ANY MILITARY EQUIPMENT OR SURVEILLANCE EQUIPMENT EXCEPT IN A MANNER CONSISTENT WITH POLICIES APPROVED PURSUANT TO THE TERMS OF THIS ARTICLE.

2. USE MILITARY EQUIPMENT OR SURVEILLANCE EQUIPMENT IN A MANNER THAT IS DISCRIMINATORY, IS VIEWPOINT-BASED OR VIOLATES A CITY CHARTER, IF APPLICABLE, THE CONSTITUTION OF ARIZONA OR THE UNITED STATES CONSTITUTION.
C. A MUNICIPAL, COUNTY OR STATE EMPLOYEE WHO VIOLATES THIS ARTICLE
OR ANY IMPLEMENTING RULE OR REGULATION IS SUBJECT TO DISCIPLINARY
PROCEEDINGS AND PUNISHMENT.

D. FOR MUNICIPAL, COUNTY OR STATE EMPLOYEES WHO ARE REPRESENTED
UNDER THE TERMS OF A COLLECTIVE BARGAINING AGREEMENT, THIS ARTICLE
PREVAILS UNLESS IT CONFLICTS WITH THE COLLECTIVE BARGAINING AGREEMENT, ANY
MEMORANDUM OF AGREEMENT OR UNDERSTANDING SIGNED PURSUANT TO THE COLLECTIVE
BARGAINING AGREEMENT OR ANY RECOGNIZED AND ESTABLISHED PRACTICE RELATIVE
TO THE MEMBERS OF THE BARGAINING UNIT.

26-273. Military equipment and surveillance equipment
funding, acquisition or deployment; approval
required; notice; hearing

A. NOTWITHSTANDING ANY OTHER LAW, ANY MUNICIPALITY, ANY COUNTY AND
THIS STATE SHALL OBTAIN APPROVAL FROM THE RELEVANT APPROVING ENTITY BEFORE
ENGAGING IN ANY OF THE FOLLOWING:
1. SEEKING MONIES FOR new military equipment or surveillance
   equipment, INCLUDING APPLYING FOR A GRANT OR SOLICITING OR ACCEPTING STATE
   OR FEDERAL MONIES OR IN-KIND OR OTHER DONATIONS OR TRANSFERS.
2. ACQUIRING OR BORROWING new military equipment or surveillance
   equipment, WHETHER OR NOT THAT ACQUISITION IS MADE THROUGH THE EXCHANGE OF
   MONIES OR FOR OTHER OR NO CONSIDERATION.
3. DEPLOYING OR USING new or existing military equipment or
   surveillance equipment FOR A PURPOSE OR IN A MANNER THAT IS NOT PREVIOUSLY
   APPROVED BY THE APPROVING ENTITY PURSUANT TO THIS ARTICLE, INCLUDING
   SHARING SURVEILLANCE DATA FROM THE NEW OR EXISTING MILITARY EQUIPMENT OR
   SURVEILLANCE EQUIPMENT.
4. SOLICITING PROPOSALS FOR OR ENTERING INTO AN AGREEMENT WITH ANY
   OTHER PERSON OR ENTITY TO ACQUIRE, SHARE OR OTHERWISE USE MILITARY
   EQUIPMENT OR SURVEILLANCE EQUIPMENT OR ITS SURVEILLANCE DATA.

B. BEFORE APPROVING ANY ACTIVITY DESCRIBED IN SUBSECTION A OF THIS
SECTION, THE RELEVANT APPROVING ENTITY, AFTER PROVIDING NOTICE, SHALL HOLD
A HEARING AT WHICH THE PUBLIC MAY PROVIDE ONLINE, WRITTEN AND ORAL
TESTIMONY.

26-274. Military equipment and surveillance equipment impact
reports; use policies

A. AS A PART OF THE PROCESS OF SEEKING THE APPROVAL OF AN APPROVING
ENTITY PURSUANT TO SECTION 26-273 TO FUND, ACQUIRE OR DEPLOY MILITARY
EQUIPMENT OR SURVEILLANCE EQUIPMENT OR TO ENTER INTO AN AGREEMENT
CONCERNING THAT FUNDING, ACQUISITION OR DEPLOYMENT, A MUNICIPALITY, A
COUNTY OR THIS STATE SHALL SUBMIT TO THE APPROVING ENTITY AND MAKE
PUBLICLY AVAILABLE A MILITARY EQUIPMENT AND SURVEILLANCE EQUIPMENT IMPACT
REPORT AND A MILITARY EQUIPMENT AND SURVEILLANCE EQUIPMENT USE POLICY
CONCERNING THE MILITARY EQUIPMENT AND SURVEILLANCE EQUIPMENT AT ISSUE.
B. A MUNICIPALITY, A COUNTY OR THIS STATE MAY NOT USE MILITARY EQUIPMENT OR SURVEILLANCE EQUIPMENT PURSUANT TO THIS ARTICLE WITHOUT THE RELEVANT APPROVING ENTITY'S EXPRESS APPROVAL OF THE RELATED MILITARY EQUIPMENT AND SURVEILLANCE EQUIPMENT IMPACT REPORT AND MILITARY EQUIPMENT AND SURVEILLANCE EQUIPMENT USE POLICY SUBMITTED PURSUANT TO SUBSECTION A OF THIS SECTION.

C. THE RELEVANT APPROVING ENTITY MAY REQUEST THAT A MUNICIPALITY, A COUNTY OR THIS STATE REVISE THE MILITARY EQUIPMENT AND SURVEILLANCE EQUIPMENT IMPACT REPORT OR MILITARY EQUIPMENT AND SURVEILLANCE EQUIPMENT USE POLICY BEFORE THE APPROVING ENTITY APPROVES OR REJECTS THE REPORT OR POLICY.

D. ANY MILITARY EQUIPMENT AND SURVEILLANCE EQUIPMENT IMPACT REPORT SUBMITTED PURSUANT TO SUBSECTION A OF THIS SECTION SHALL BE PUBLICLY RELEASED AND IS A LEGALLY ENFORCEABLE AND WRITTEN REPORT THAT MUST INCLUDE, AT A MINIMUM, THE FOLLOWING:

1. INFORMATION DESCRIBING THE MILITARY EQUIPMENT OR SURVEILLANCE EQUIPMENT AND HOW IT WORKS, INCLUDING PRODUCT DESCRIPTIONS FROM MANUFACTURERS.
2. INFORMATION ON THE PROPOSED PURPOSE OF THE MILITARY EQUIPMENT OR SURVEILLANCE EQUIPMENT.
3. IF THE MILITARY EQUIPMENT OR SURVEILLANCE EQUIPMENT WILL NOT BE UNIFORMLY DEPLOYED OR TARGETED THROUGHOUT THE MUNICIPALITY, THE COUNTY OR THIS STATE, THE FACTORS THAT WILL BE USED TO DETERMINE WHERE THE TECHNOLOGY IS DEPLOYED OR TARGETED.
4. THE FISCAL IMPACT OF THE MILITARY EQUIPMENT OR SURVEILLANCE EQUIPMENT.
5. AN ASSESSMENT IDENTIFYING WITH SPECIFICITY BOTH:
   (a) ANY POTENTIAL ADVERSE IMPACTS THE MILITARY EQUIPMENT OR SURVEILLANCE EQUIPMENT, IF DEPLOYED, MIGHT HAVE ON THE PUBLIC'S WELFARE, CIVIL LIBERTIES AND CIVIL RIGHTS.
   (b) THE SPECIFIC AFFIRMATIVE MEASURES THAT WILL BE IMPLEMENTED TO SAFEGUARD THE PUBLIC FROM THE POTENTIAL ADVERSE IMPACTS IDENTIFIED PURSUANT TO SUBDIVISION (a) OF THIS PARAGRAPH.

E. ANY MILITARY EQUIPMENT AND SURVEILLANCE EQUIPMENT USE POLICY SUBMITTED PURSUANT TO SUBSECTION A OF THIS SECTION SHALL BE PUBLICLY RELEASED AND IS A LEGALLY ENFORCEABLE WRITTEN POLICY THAT GOVERNS THE MUNICIPALITY'S, THE COUNTY'S OR THIS STATE'S USE OF THE MILITARY EQUIPMENT OR SURVEILLANCE EQUIPMENT AND THAT, AT A MINIMUM, MUST INCLUDE AND ADDRESS THE FOLLOWING:

1. THE SPECIFIC PURPOSE THE MILITARY EQUIPMENT OR SURVEILLANCE EQUIPMENT IS INTENDED TO ADVANCE.
2. THE SPECIFIC CAPABILITIES, DEPLOYMENTS AND USES OF THE MILITARY EQUIPMENT OR SURVEILLANCE EQUIPMENT FOR WHICH AUTHORIZATION IS BEING SOUGHT.
3. The legal and procedural rules that will govern each authorized use.

4. The potential deployments and uses of the military equipment or surveillance equipment that will be expressly prohibited.

5. If applicable, how and under what circumstances surveillance data that is collected, captured, recorded or intercepted by the surveillance equipment will be analyzed and reviewed.

6. The course of training that must be completed before any municipal, county or state employee is allowed to use the specific type of military equipment or surveillance equipment so as to ensure the protection of the public's safety, civil rights and civil liberties and adherence to the relevant military equipment and surveillance equipment use policy.

7. The anticipated annual cost of the training described in paragraph 6 of this subsection.

8. If applicable, the types of surveillance data that the surveillance equipment will collect, capture, record, intercept or retain.

9. If applicable, the surveillance data that may be inadvertently collected during the authorized uses of the surveillance equipment and the measures that will be taken to minimize inadvertently collecting data.

10. If applicable, how inadvertently collected surveillance data will be expeditiously identified and deleted.

11. If applicable, the safeguards that will be used to protect surveillance data from unauthorized access, including encryption and access control mechanisms.

12. If applicable, insofar as the privacy of the public can be severely compromised by the long-term storage of mass surveillance data, the rules and procedures that will govern the retention of surveillance data, including those governing:
   
   (a) The limited time period, if any, surveillance data will be retained. Such information shall include a statement explaining why the designated retention period is no greater than that which is absolutely necessary to achieve the specific purposes enumerated in the military equipment and surveillance equipment use policy.

   (b) The specific conditions that must be met to retain surveillance data beyond the retention period stated in subdivision (a) of this paragraph.

   (c) The process by which surveillance data will be regularly deleted after the retention period stated in subdivision (a) of this paragraph elapses and the auditing procedures that will be implemented to ensure that data is not improperly retained.

13. If a municipality, a county or this state is seeking authorization to share access to surveillance data with any other governmental agency, department, bureau, division or unit, a detailed description of the following:
(a) The manner in which the municipality, the county or this state will require that the collection, retention and storage of surveillance data be conducted in compliance with the principles set forth in 28 code of federal regulations part 23.

(b) Which governmental agencies, departments, bureaus, divisions or units will be approved for surveillance data sharing.

(c) The reason such surveillance data sharing is necessary for the stated purpose and use of the surveillance equipment.

(d) The manner in which the municipality, the county or this state will ensure that any entity receiving access to the surveillance data complies with the applicable military equipment and surveillance equipment use policy and does not further disclose the surveillance data to unauthorized persons and entities.

(e) The processes that will be used to seek approval of future surveillance data sharing agreements from the municipality, the county or this state and the approving entity.

14. If applicable, the legal standard that government entities or third parties seeking or demanding access to surveillance data must meet.

15. The mechanisms that will be implemented to ensure that the military equipment and surveillance equipment use policy is followed, including the independent persons or entities that will be given oversight authority and the legally enforceable sanctions that will be put in place for violations of the use policy.

16. The procedures by which members of the public can register complaints or concerns or submit questions about the deployment or use of a specific type of military equipment or surveillance equipment and how the municipality, the county or this state will ensure that each question and complaint is responded to in a timely manner.

26-275. Lead municipality or county; identification

If more than one municipality or county will have access to the military equipment or surveillance equipment or its surveillance data, a lead municipality or county shall be identified. The lead municipality or county is responsible for maintaining the military equipment or surveillance equipment and ensuring compliance with all related laws, regulations and protocols.

26-276. Standard for approval; public participation; posting

A. An approving entity may approve a request to fund, acquire or use military equipment or surveillance equipment only if the approving entity determines all of the following:

1. The benefits of the military equipment or surveillance equipment outweigh the costs of the military equipment or surveillance equipment.

2. The proposal will safeguard the public's welfare, civil liberties and civil rights.

3. The uses and deployments of the military equipment or surveillance equipment will not be based on discriminatory or
B. To promote public participation in an analysis pursuant to subsection A of this section, the approving entity shall make all approved military equipment and surveillance equipment impact reports and military equipment and surveillance equipment use policies available to the public by posting the reports and policies on the municipality's, the county's or this state's website. The impact reports and use policies shall remain posted on the website for as long as the related military equipment or surveillance equipment is available for deployment.

C. If the risk of potential adverse impacts on the public's welfare, civil rights or civil liberties has been identified in the military equipment and surveillance equipment impact report pursuant to section 26-274, the approving entity's approval to fund, acquire or deploy any military equipment or surveillance equipment may not be interpreted as an acquiescence to such impacts but rather as an acknowledgement that a risk of such impacts exists and must be proactively avoided.

26-277. Annual military equipment and surveillance equipment report; community engagement meetings

A. If a municipality, a county or this state obtains approval for funding, acquiring or deploying any military equipment or surveillance equipment, the municipality, the county or this state shall submit to the approving entity and make available on its public website an annual military equipment and surveillance equipment report for each type of specific military-grade law enforcement equipment acquired or deployed by the municipality, the county or this state within twelve months after receiving approval and annually thereafter on or before March 15. The annual military equipment and surveillance equipment report shall include at least the following information for the previous calendar year for each type of military equipment or surveillance equipment acquired or deployed:

1. A summary of how the military equipment or surveillance equipment was used.

2. Whether and how often collected surveillance data was shared with any external persons or entities, the name of any recipient person or entity, the types of data disclosed, under what legal standards the information was disclosed and the justification for the disclosures.

3. If applicable, a breakdown of where the military equipment or surveillance equipment was deployed geographically, by individual census tract as defined in the relevant year by the United States Census Bureau. For each census tract, the municipality, the county or this state shall report the number of individual days the military equipment or surveillance equipment was deployed and the percentage of those daily reported deployments that were subject to a warrant or a nonwarrant form of court authorization.
4. If applicable, and with the greatest precision that is reasonably practicable, the amount of time the surveillance equipment was used to monitor internet activity, the number of people affected and what percentage of the reported monitoring was subject to a warrant or a nonwarrant form of court authorization.

5. A summary of complaints or concerns that were received about the military equipment or surveillance equipment.

6. The results of any internal audits, any information about violations of the military equipment and surveillance equipment use policy and any actions taken in response to those violations.

7. An analysis of any discrimination, disparate impact or other adverse impact the use of the military equipment or surveillance equipment may have had on the public's safety, civil rights and civil liberties, including on those rights and liberties guaranteed by the First, Fourth and Fourteenth Amendments to the United States Constitution.

8. The total annual costs for the military equipment or surveillance equipment, including operating personnel, maintenance and other ongoing costs, and the source of funding for the military equipment or surveillance equipment in the coming year.

B. Within thirty days after submitting and publicly releasing an annual military equipment and surveillance equipment report pursuant to subsection A of this section, the municipality, the county or this state shall hold one or more well-publicized and conveniently located community engagement meetings at which the general public is invited to discuss and ask questions regarding the annual military equipment and surveillance equipment report and the municipality's, the county's or this state's acquisition or deployment of the military equipment and surveillance equipment.

C. Based on information provided in the annual military equipment and surveillance equipment report, the approving entity shall determine whether each type of military equipment or surveillance equipment identified meets the standard for approval set forth in section 26-276. If the standard for approval is not met, the approving entity shall direct that the use of the military equipment or surveillance equipment be discontinued or shall require modifications to the military equipment and surveillance equipment use policy that will resolve the observed failures.

26-278. Annual public report

Not later than April 15 of each year, each approving entity or the approving entity's designee shall release a public report, in print and on its public website, containing the following information for the preceding calendar year:

1. The number of requests for approval submitted to the approving entity pursuant to this article for funding, acquiring or newly deploying military equipment and surveillance equipment.
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2. The number of times the approving entity approved requests submitted under this article for funding, acquiring or newly deploying military equipment and surveillance equipment.

3. The number of times the approving entity rejected requests submitted under this article for funding, acquiring or newly deploying military equipment and surveillance equipment.

4. The number of times the approving entity requested that modifications be made to military equipment and surveillance equipment impact reports and military equipment and surveillance equipment use policies before it approved funding, acquiring or newly deploying military equipment and surveillance equipment.

5. All annual military equipment and surveillance equipment reports submitted pursuant to Section 26-277. Printed copies of the public report may contain pinpoint references to online locations where the annual military equipment and surveillance equipment reports are located instead of reprinting the full reports.

26-279. Community advisory committee on military equipment and surveillance equipment; equity impact assessment and policy guidance

A. Within three months after the effective date of this article, each approving entity shall appoint a community advisory committee on military equipment and surveillance equipment to provide the municipality, the county or this state with broad principles to help guide decisions about whether and how military equipment and surveillance equipment should be acquired and deployed by the municipality, the county or this state.

B. The membership of the community advisory committee on military equipment and surveillance equipment shall reflect the diversity of the municipality's, the county's or this state's residents, and special efforts shall be made to ensure that communities that have historically been disproportionately subjected to targeting by military equipment and surveillance equipment are well represented.

C. The members of the community advisory committee on military equipment and surveillance equipment shall annually elect a chairperson and vice chairperson.

D. Not later than September 15 of each year, the community advisory committee on military equipment and surveillance equipment shall produce and submit to the approving entity a military equipment and surveillance equipment community equity impact assessment and policy guidance, which shall address, at a minimum, the following:

1. The communities and groups in the municipality, the county or this state, if any, that are disproportionately impacted by the deployment of military equipment and surveillance equipment, disparate impacts that were perceived or experienced and the resulting adverse impacts on each community's or group's safety, civil rights and civil liberties.
2. WITH RESPECT TO EACH PERCEIVED OR EXPERIENCED DISPARATE IMPACT IDENTIFIED IN PARAGRAPH 1 OF THIS SUBSECTION, THE REMEDIAL ADJUSTMENTS TO LAWS AND POLICIES, INCLUDING PRIOR APPROVALS UNDER SECTION 26-273, SUBSECTION A THAT SHOULD BE MADE TO ACHIEVE A MORE JUST AND EQUITABLE OUTCOME IN THE FUTURE.

3. WITH RESPECT TO EACH REMEDIAL ADJUSTMENT IDENTIFIED IN PARAGRAPH 2 OF THIS SUBSECTION, THE ADDITIONAL FUNDING, IMPLEMENTATION STRATEGIES AND ACCOUNTABILITY MECHANISMS NEEDED TO ACHIEVE THE ADJUSTMENT.

4. THE NEW APPROACHES AND CONSIDERATIONS THAT THE APPROVING ENTITY SHOULD BRING TO FUTURE REVIEWS OF APPLICATIONS SUBMITTED PURSUANT TO SECTION 26-273 TO ADDRESS THE FINDINGS IN PARAGRAPHS 1, 2 AND 3 OF THIS SUBSECTION.

26-280. Remedies; violation; classification
A. ANY VIOLATION OF THIS ARTICLE, INCLUDING FUNDING, ACQUIRING OR DEPLOYING MILITARY EQUIPMENT OR SURVEILLANCE EQUIPMENT THAT HAS NOT BEEN APPROVED PURSUANT TO THIS ARTICLE OR USING MILITARY EQUIPMENT OR SURVEILLANCE EQUIPMENT IN A MANNER OR FOR A PURPOSE THAT HAS NOT BEEN APPROVED PURSUANT TO THIS ARTICLE, CONSTITUTES AN INJURY, AND ANY PERSON MAY INSTITUTE PROCEEDINGS FOR INJUNCTIVE RELIEF, DECLARATORY RELIEF, A WRIT OF MANDATE OR EVIDENCE SUPPRESSION IN ANY COURT OF COMPETENT JURISDICTION TO ENFORCE THIS ARTICLE.
B. A COURT SHALL AWARD COSTS AND REASONABLE ATTORNEY FEES TO A PLAINTIFF WHO IS THE PREVAILING PARTY IN AN ACTION BROUGHT TO ENFORCE THIS ARTICLE.
C. ANY PERSON WHO KNOWINGLY VIOLATES THIS ARTICLE IS GUILTY OF A CLASS 1 MISDEMEANOR.

26-281. Whistleblower protections
A MUNICIPALITY, A COUNTY OR THIS STATE, OR ANYONE ACTING ON BEHALF OF A MUNICIPALITY, A COUNTY OR THIS STATE, MAY NOT RETALIATE AGAINST ANY EMPLOYEE OR APPLICANT FOR EMPLOYMENT, INCLUDING DISCRIMINATION WITH RESPECT TO COMPENSATION, TERMS OF EMPLOYMENT, CONDITIONS OF EMPLOYMENT, ACCESS TO INFORMATION, DUE PROCESS RIGHTS, PRIVILEGES OF EMPLOYMENT OR CIVIL OR CRIMINAL LIABILITY, BECAUSE THE EMPLOYEE OR APPLICANT WAS PERCEIVED TO ASSIST, WAS ABOUT TO ASSIST OR ASSISTED IN ANY LAWFUL DISCLOSURE OF INFORMATION CONCERNING FUNDING, ACQUIRING OR DEPLOYING MILITARY EQUIPMENT OR SURVEILLANCE EQUIPMENT OR SHARING SURVEILLANCE DATA WITH ANY RELEVANT MUNICIPAL, COUNTY OR STATE AGENCY, ANY LAW ENFORCEMENT, PROSECUTORIAL OR INVESTIGATORY OFFICE OR A MEMBER OF THE APPROVING ENTITY BASED ON A GOOD FAITH BELIEF THAT THE DISCLOSURE EVIDENCED A VIOLATION OF THIS ARTICLE.

26-282. Conflicting contractual agreements prohibited; certain public-private contracts prohibited
A. A MUNICIPALITY, A COUNTY OR THIS STATE MAY NOT ENTER INTO ANY CONTRACT OR OTHER AGREEMENT THAT CONFLICTS WITH THIS ARTICLE. ANY CONFLICTING PROVISIONS IN SUCH A CONTRACT OR AGREEMENT, INCLUDING
NONDISCLOSURE AGREEMENTS, ARE VOID AND LEGALLY UNENFORCEABLE. CONFLICTING
PROVISIONS IN A CONTRACT OR AGREEMENT SIGNED BEFORE THE EFFECTIVE DATE OF
THIS ARTICLE ARE VOID AND LEGALLY UNENFORCEABLE TO THE EXTENT ALLOWED BY
LAW.

B. A MUNICIPALITY, A COUNTY OR THIS STATE MAY NOT ENTER INTO ANY
CONTRACT OR OTHER AGREEMENT THAT FACILITATES RECEIVING MILITARY EQUIPMENT
OR SURVEILLANCE EQUIPMENT FROM OR PROVIDING SURVEILLANCE DATA TO ANY
NONGOVERNMENTAL ENTITY IN EXCHANGE FOR ANY MONETARY OR ANY OTHER FORM OF
CONSIDERATION FROM ANY SOURCE, INCLUDING ASSESSING ANY ADDITIONAL FEES,
INTEREST OR SURCHARGES ON UNPAID FINES OR DEBTS. ANY CONTRACT OR
AGREEMENT SIGNED BEFORE THE EFFECTIVE DATE OF THIS ARTICLE THAT VIOLATES
THIS SECTION SHALL BE TERMINATED AS SOON AS IS LEGALLY PERMISSIBLE.

Sec. 2. Review of preexisting uses
A. If any municipality, any county or this state seeks to continue
the use of any military equipment or surveillance equipment that was
acquired before the effective date of this act, or the sharing of
surveillance data therefrom, the municipality, the county or this state
shall commence the approval process in accordance with section 26-273,
Arizona Revised Statutes, as added by this act, not later than one hundred
twenty days after the effective date of this act.

B. If the approving entity has not approved the continuing
deployment of the military equipment or surveillance equipment within one
hundred eighty days after the municipality, the county or this state
submits to the approving entity the military equipment and surveillance
equipment impact report and military equipment and surveillance equipment
use policy pursuant to section 26-274, Arizona Revised Statutes, as added
by this act, the municipality, the county or this state shall cease its
use of the military equipment or surveillance equipment and the sharing of
any surveillance data therefrom until approval is obtained in accordance
with this act.