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(TEXT OF BILL BEGINS ON NEXT PAGE)
Be it enacted by the Legislature of the State of Arizona:

Section 1. Title 18, chapter 5, Arizona Revised Statutes, is amended by adding article 5, to read:

ARTICLE 5. DATA AND SECURITY STANDARDS

18-571. Definitions
IN THIS ARTICLE, UNLESS THE CONTEXT OTHERWISE REQUIRES:

1. "COLLECT" MEANS RECEIVING AND TAKING, INCLUDING BY AUTOMATED MEANS, ANY OPERATION OR SET OF OPERATIONS TO OBTAIN PERSONAL DATA, INCLUDING PURCHASING, LEASING, ASSEMBLING, RECORDING, GATHERING, ACQUIRING OR PROCURING PERSONAL DATA.

2. "CONSENT" MEANS A CLEAR, AFFIRMATIVE ACT SIGNIFYING A SPECIFIC, INFORMED AND UNAMBIGUOUS INDICATION OF A CONSUMER'S AGREEMENT TO COLLECT OR PROCESS THE CONSUMER'S PERSONAL DATA, SUCH AS BY A WRITTEN STATEMENT OR OTHER CLEAR AFFIRMATIVE ACTION.

3. "CONSUMER":
(a) MEANS A NATURAL PERSON WHO IS A RESIDENT OF THIS STATE AND WHO IS ACTING ONLY IN AN INDIVIDUAL, NONCOMMERCIAL OR HOUSEHOLD CONTEXT.
(b) DOES NOT INCLUDE A NATURAL PERSON WHO IS ACTING IN A COMMERCIAL OR EMPLOYMENT CONTEXT.

4. "CONTROLLER" MEANS THE NATURAL OR LEGAL PERSON THAT, ALONE OR JOINTLY WITH OTHERS, DETERMINES THE PURPOSES AND MEANS OF PROCESSING PERSONAL DATA.

5. "DATA BROKER" MEANS A BUSINESS, OR A UNIT OR UNITS OF A BUSINESS, SEPARATELY OR TOGETHER, THAT KNOWINGLY COLLECTS AND SELLS OR LICENSES TO THIRD PARTIES THE PERSONAL INFORMATION OF A CONSUMER WITH WHOM THE BUSINESS DOES NOT HAVE A DIRECT RELATIONSHIP.

6. "DEIDENTIFIED DATA" MEANS:
(a) DATA THAT CANNOT BE LINKED TO A KNOWN NATURAL PERSON WITHOUT ADDITIONAL INFORMATION KEPT SEPARATELY.
(b) DATA THAT MEETS ALL OF THE FOLLOWING:
(i) HAS BEEN MODIFIED TO A DEGREE THAT THE RISK OF REIDENTIFICATION IS SMALL.
(ii) IS SUBJECT TO A PUBLIC COMMITMENT BY THE CONTROLLER NOT TO ATTEMPT TO REIDENTIFY THE DATA.
(iii) TO WHICH ONE OR MORE ENFORCEABLE CONTROLS HAVE BEEN APPLIED TO PREVENT REIDENTIFICATION. FOR THE PURPOSES OF THIS ITEM, "ENFORCEABLE CONTROLS" INCLUDES LEGAL, ADMINISTRATIVE, TECHNICAL OR CONTRACTUAL CONTROLS.

7. "DISCLOSE" MEANS TAKING ANY ACTION, WITH RESPECT TO PERSONAL DATA, INCLUDING BY AUTOMATED MEANS, TO SELL, SHARE, PROVIDE OR OTHERWISE TRANSFER PERSONAL DATA TO ANOTHER ENTITY OR PERSON OR THE GENERAL PUBLIC.

8. "IDENTIFIED OR IDENTIFIABLE NATURAL PERSON" MEANS A PERSON WHO CAN BE READILY IDENTIFIED, DIRECTLY OR INDIRECTLY.
9. "PERSONAL DATA" OR "PERSONAL INFORMATION":
   (a) MEANS ANY INFORMATION THAT IS OR CAN REASONABLY BE LINKED TO AN
       IDENTIFIED OR IDENTIFIABLE NATURAL PERSON.
   (b) INCLUDES SENSITIVE DATA.
   (c) DOES NOT INCLUDE DEIDENTIFIED DATA OR PUBLICLY AVAILABLE
       INFORMATION.
10. "PROCESS" OR "PROCESSING" MEANS COLLECTING, USING, STORING,
    DISCLOSING, ANALYZING, DELETING OR MODIFYING PERSONAL DATA, INCLUDING BY
    AUTOMATED MEANS.
11. "PROCESSOR" MEANS A NATURAL OR LEGAL PERSON THAT PROCESSES
    PERSONAL DATA ON BEHALF OF THE CONTROLLER.
12. "PROFILING" MEANS ANY FORM OF AUTOMATED PROCESSING OF PERSONAL
    DATA CONSISTING OF USING PERSONAL DATA TO EVALUATE CERTAIN PERSONAL
    ASPECTS ABOUT A NATURAL PERSON, PARTICULARLY ANALYZING OR PREDICTING
    ASPECTS OF THAT NATURAL PERSON'S ECONOMIC SITUATION, HEALTH, PERSONAL
    PREFERENCES, INTERESTS, RELIABILITY, BEHAVIOR, LOCATION OR MOVEMENTS.
13. "RESTRICTION OF PROCESSING" MEANS MARKING STORED PERSONAL DATA
    WITH THE AIM OF LIMITING THE PROCESSING OF SUCH PERSONAL DATA IN THE
    FUTURE.
14. "SALE":
   (a) MEANS THE EXCHANGE OF PERSONAL DATA FOR MONETARY CONSIDERATION
       BY THE CONTROLLER TO A THIRD PARTY, INCLUDING FOR THE PURPOSES OF
       LICENSING OR SELLING PERSONAL DATA AT THE THIRD PARTY'S DISCRETION TO
       ADDITIONAL THIRD PARTIES.
   (b) DOES NOT INCLUDE DISCLOSING PERSONAL DATA TO EITHER OF THE
       FOLLOWING:
       (i) A PROCESSOR THAT PROCESSES THE PERSONAL DATA ON BEHALF OF THE
           CONTROLLER.
       (ii) A THIRD PARTY WITH WHOM THE CONSUMER HAS A DIRECT RELATIONSHIP
            FOR PURPOSES OF PROVIDING A PRODUCT OR SERVICE REQUESTED BY THE CONSUMER
            OR OTHERWISE IN A MANNER THAT IS CONSISTENT WITH THE CONSUMER'S REASONABLE
            EXPECTATIONS CONSIDERING THE CONTEXT IN WHICH THE CONSUMER PROVIDED THE
            PERSONAL DATA TO THE CONTROLLER.
15. "SENSITIVE DATA" MEANS:
   (a) PERSONAL DATA THAT REVEALS A NATURAL PERSON'S RACIAL OR ETHNIC
       ORIGINS, RELIGIOUS BELIEFS, MENTAL, PHYSICAL, BEHAVIORAL OR PSYCHOLOGICAL
       HEALTH CONDITIONS OR DIAGNOSES OR SEX LIFE OR SEXUAL ORIENTATION.
   (b) GENETIC OR BIOMETRIC DATA THAT IS PROCESSED TO UNIQUELY
       IDENTIFY A NATURAL PERSON.
   (c) THE PRECISE GEOLOCATION INFORMATION OF A DEVICE ASSOCIATED WITH
       A NATURAL PERSON.
   (d) THE PERSONAL DATA OF A KNOWN CHILD.
16. "TARGETED ADVERTISING":
   (a) MEANS DISPLAYING TO A CONSUMER ADVERTISEMENTS THAT ARE SELECTED
       BASED ON PERSONAL DATA OBTAINED OR INFERRED OVER TIME FROM THE CONSUMER'S
ACTIVITIES ACROSS NONAFFILIATED WEBSITES, APPLICATIONS OR ONLINE SERVICES TO PREDICT USER PREFERENCES OR INTERESTS.

(b) DOES NOT INCLUDE ADVERTISING TO A CONSUMER BASED ON THE CONSUMER'S VISITS TO A WEBSITE, APPLICATION OR ONLINE SERVICE THAT A REASONABLE CONSUMER WOULD BELIEVE TO BE ASSOCIATED WITH THE PUBLISHER IN WHICH THE ADVERTISING IS PLACED BASED ON COMMON BRANDING, TRADEMARKS OR OTHER INDICIA OF COMMON OWNERSHIP OR IN RESPONSE TO THE CONSUMER'S REQUEST FOR INFORMATION OR FEEDBACK.

17. "VERIFIED REQUEST" MEANS THE PROCESS THROUGH WHICH A CONSUMER MAY SUBMIT A REQUEST TO EXERCISE A RIGHT OR RIGHTS SET FORTH IN THIS ARTICLE AND BY WHICH A CONTROLLER CAN REASONABLY AUTHENTICATE THE REQUEST AND THE CONSUMER MAKING THE REQUEST USING COMMERCIALLY REASONABLE MEANS.

18-572. Consumer rights; access to personal data; verified requests; controller's duty

A. A CONTROLLER SHALL FACILITATE VERIFIED REQUESTS FROM CONSUMERS TO EXERCISE CONSUMER RIGHTS AS FOLLOWS:

1. ON RECEIPT OF A VERIFIED REQUEST FROM A CONSUMER, A CONTROLLER SHALL NOTIFY THE CONSUMER WHETHER PERSONAL DATA CONCERNING THE CONSUMER IS BEING PROCESSED, HELD OR SOLD TO DATA BROKERS. IF PERSONAL DATA IS BEING SOLD TO DATA BROKERS, THE CONTROLLER SHALL NOTIFY THE CONSUMER OF THE TYPE AND CATEGORY OF PERSONAL DATA THAT HAS BEEN SOLD AND TO WHOM THE PERSONAL DATA HAS BEEN SOLD.

2. ON RECEIPT OF A VERIFIED REQUEST FOR DISCLOSURE FROM A CONSUMER, IF PERSONAL DATA CONCERNING THE CONSUMER IS BEING PROCESSED OR HELD BY THE CONTROLLER, THE CONTROLLER SHALL PROVIDE A COPY OF THE PERSONAL DATA THAT THE CONTROLLER PROCESSES OR MAINTAINS OR PROVIDE THE CATEGORY OR TYPE OF PERSONAL INFORMATION THAT IS KEPT IF A COPY IS UNAVAILABLE OR UNATTAINABLE. IF THE CONSUMER MAKES THE REQUEST BY ELECTRONIC MEANS, AND UNLESS REQUESTED BY THE CONSUMER, THE INFORMATION MUST BE PROVIDED IN A COMMONLY USED ELECTRONIC FORM. FOR ANY ADDITIONAL COPIES REQUESTED BY THE CONSUMER, THE CONTROLLER MAY CHARGE A REASONABLE FEE BASED ON ADMINISTRATIVE COSTS.

3. A CONTROLLER THAT COLLECTS A CONSUMER'S PERSONAL DATA, AT OR BEFORE THE POINT OF COLLECTION, SHALL INFORM THE CONSUMER OF THE CATEGORIES OF PERSONAL DATA TO BE COLLECTED AND THE PURPOSES FOR WHICH THE CATEGORIES OF PERSONAL DATA WILL BE USED. A CONTROLLER MAY NOT COLLECT ADDITIONAL CATEGORIES OF PERSONAL DATA OR USE PERSONAL DATA COLLECTED FOR ADDITIONAL PURPOSES WITHOUT PROVIDING THE CONSUMER WITH NOTICE CONSISTENT WITH THIS SECTION.

4. A CONTROLLER SHALL PROVIDE THE INFORMATION SPECIFIED IN THIS SUBSECTION TO A CONSUMER ONLY ON RECEIPT OF A VERIFIED REQUEST.

B. THIS SECTION DOES NOT REQUIRE A CONTROLLER TO:

1. RETAIN ANY PERSONAL DATA COLLECTED FOR A SINGLE, ONETIME TRANSACTION IF THE CONTROLLER DOES NOT SELL OR RETAIN THE INFORMATION.
2. Reidentify or otherwise link any data that, in the ordinary course of the controller, is not maintained in a manner that would be considered personal data.

C. A controller is presumed to have sold personal data if there is an exchange of personal data and if contract terms with the third party do not limit the use of personal information by the third party.

D. This section does not adversely affect the rights or freedoms of others.

18-573. Personal information; correction; deletion; verified requests; requirements; exceptions

A. On receipt of a verified request from a consumer, the controller, without undue delay, shall correct inaccurate personal data concerning the consumer that the controller maintains in identifiable form. Taking into account the business purposes of the processing, the controller shall complete incomplete personal data, including by means of providing a supplementary statement if appropriate. If the controller no longer has the consumer's personal data, the controller shall notify the consumer that the personal data no longer exists and may ask if the consumer would like to add the consumer's personal information.

B. A controller that collects personal data about consumers shall disclose to each consumer the right to request the deletion of the consumer's personal data.

C. On receipt of a verified request for deletion from a consumer, a controller shall delete the consumer's personal data without undue delay if one of the following applies:

1. The personal data is no longer necessary in relation to the purposes for which the personal data was collected or otherwise processed.

2. For processing that requires consent, the consumer withdraws consent to processing and there are no business purposes for the processing.

3. The personal data must be deleted to comply with a legal obligation under a federal, state or local law or regulation to which the controller is subject.

4. The controller is required to certify when the deletion was completed.

5. The personal data has been unlawfully processed.

D. A controller or processor is not required to comply with a consumer's request to delete the consumer's personal data if it is necessary for the controller or processor to maintain the consumer's personal data in order to complete the transaction for which the personal data was collected, provide a good or service requested by the consumer or reasonably anticipated within the context of a controller's ongoing business relationship with the consumer or otherwise perform a contract between the controller and the consumer.
E. If a controller is required to delete personal data that the controller maintains in identifiable form that has been disclosed to third parties by the controller, including data brokers that received the personal data through a sale, the controller shall take reasonable steps to inform other controllers of which it is aware that are processing such personal data and that received such personal data from the controller or are processing such personal data on behalf of the controller or that the consumer has requested the deletion by the other controllers of any link to or copy or replication of the personal data. Compliance with this subsection must take into account available technology and cost of implementation.

F. This section does not apply to the extent that processing is necessary:

1. For exercising the right of free speech.

2. For complying with a legal obligation that requires processing of personal data by a federal, state or local law or regulation to which the controller is subject or for performing a task carried out in the public interest or in exercising official authority vested in the controller.

3. For reasons of public interest in the area of public health, if the processing is both of the following:
   (a) Subject to suitable and specific measures to safeguard the rights of the consumer.
   (b) Under the responsibility of a professional subject to confidentiality obligations under a federal, state or local law or regulation.

4. For archiving purposes in the public interest, scientific or historical research purposes or statistical purposes, if deleting such personal data is likely to render impossible or seriously impair the achievement of the objectives of the processing.

5. For establishing, exercising or defending legal claims.

6. To detect or respond to security incidents, protect against malicious, deceptive, fraudulent or illegal activity or identify, investigate or prosecute those responsible for that activity.

18-574. Restriction of processing; verified requests; requirements

A. On receipt of a verified request from a consumer, the controller shall restrict processing of personal data if any of the following applies:

1. The accuracy of the personal data is contested by the consumer, for a period enabling the controller to verify the accuracy of the personal data.

2. The processing is unlawful and the consumer opposes the deletion of the personal data and instead requests the restriction of processing.
3. The controller no longer needs the personal data for the purposes of the processing but such personal data is required by the consumer for establishing, exercising or defending legal claims.

4. The consumer objects to the processing pending the verification of whether the legitimate grounds of the controller override those of the consumer.

B. If personal data is subject to a restriction of processing under this section, the personal data, except for storage, may be processed only as follows:

1. With the consumer’s consent.
2. To establish, exercise or defend legal claims.
3. To protect the rights of another natural or legal person.
4. For reasons of important public interest under a federal, state or local law or regulation.

C. The controller shall inform a consumer who has obtained restriction of processing pursuant to this section before the restriction of processing is lifted and the proposed legal basis for doing so.

18-575. Receiving personal data; verified requests

A. On a verified request from a consumer, the controller shall provide to the consumer, if technically feasible and commercially reasonable, any personal data that the controller maintains in identifiable form concerning the consumer that the consumer has provided to the controller in a structured, commonly used and machine-readable format:

1. If processing the personal data is necessary to perform a contract to which the consumer is a party.
2. In order to take steps at the request of the consumer before entering into a contract.
3. If the processing is carried out by automated means.

B. Requests for personal data under this section must be without prejudice to the consumer’s right to delete.

C. The rights provided in this section do not apply to processing necessary to perform a task carried out in the public interest or to exercise official authority vested in the controller and must not adversely affect the rights of others.

18-576. Objection to processing of personal data

A. A consumer may object, through a verified objection, at any time, to the processing of personal data concerning the consumer.

B. On receipt of a consumer’s verified objection to processing the consumer’s personal data for targeted advertising, which includes the sale of personal data that concerns the consumer to third parties for purposes of targeted advertising, the controller may not process the personal data subject to the objection for such purpose and shall take reasonable steps to communicate the consumer’s objection, unless it proves impossible or involves disproportionate effort, regarding any further processing of the
CONSUMER’S PERSONAL DATA FOR THE PURPOSES TO ANY THIRD PARTIES TO WHOM THE
CONTROLLER SOLD THE CONSUMER’S PERSONAL DATA FOR THAT PURPOSE. THIRD
PARTIES SHALL HONOR OBJECTION REQUESTS PURSUANT TO THIS SECTION RECEIVED
FROM THIRD-PARTY CONTROLLERS.

C. IF A CONSUMER OBJECTS TO PROCESSING FOR ANY PURPOSE OTHER THAN
TARGETED ADVERTISING, THE CONTROLLER MAY CONTINUE PROCESSING THE PERSONAL
DATA SUBJECT TO THE OBJECTION IF THE CONTROLLER CAN DEMONSTRATE A
LEGITIMATE GROUND TO PROCESS THAT PERSONAL DATA THAT OVERRIDES THE
POTENTIAL RISKS TO THE RIGHTS OF THE CONSUMER ASSOCIATED WITH THE
PROCESSING OR IF ANOTHER EXEMPTION IN THIS ARTICLE APPLIES.

18-577. Controller’s responsibilities; exceptions

A. A CONTROLLER SHALL COMMUNICATE ANY CORRECTION, DELETION OR
RESTRICTION OF PROCESSING CARRIED OUT IN ACCORDANCE WITH THIS ARTICLE TO
EACH THIRD-PARTY RECIPIENT TO WHOM THE CONTROLLER KNOWS THE PERSONAL DATA
HAS BEEN DISCLOSED, INCLUDING THIRD PARTIES THAT RECEIVED THE DATA THROUGH
A SALE, WITHIN ONE YEAR PRECEDING THE VERIFIED REQUEST UNLESS THIS PROVES
FUNCTIONALLY IMPractical OR TECHNICALLY INFeASIBLE OR INVOLVES
DISPROPORTIONATE EFFORT OR THE CONTROLLER KNOWS OR IS INFORMED BY THE
THIRD PARTY THAT THE THIRD PARTY IS NOT CONTINUING TO USE THE PERSONAL
DATA.

B. A CONTROLLER SHALL PROVIDE INFORMATION ON ACTION TAKEN ON A
VERIFIED REQUEST UNDER THIS SECTION WITHOUT UNDUE DELAY AND WITHIN THIRTY
DAYS AFTER RECEIPT OF THE REQUEST. THE TIME PERIOD MAY BE EXTENDED BY
SIXTY ADDITIONAL DAYS IF REASONABLY NECESSARY, TAKING INTO ACCOUNT THE
COMPLEXITY AND NUMBER OF THE REQUESTS. THE CONTROLLER SHALL INFORM THE
CONSUMER OF ANY SUCH EXTENSION WITHIN THIRTY CALENDAR DAYS AFTER RECEIPT
OF THE VERIFIED OR VALIDATED REQUEST, TOGETHER WITH THE REASONS FOR THE
DELAY. IF THE CONSUMER MAKES THE VERIFIED OR VALIDATED REQUEST BY
ELECTRONIC MEANS, THE INFORMATION MUST BE PROVIDED BY ELECTRONIC MEANS IF
POSSIBLE, UNLESS OTHERWISE REQUESTED BY THE CONSUMER.

C. IF A CONTROLLER DOES NOT TAKE ACTION ON THE REQUEST OF A
CONSUMER, THE CONTROLLER SHALL INFORM THE CONSUMER WITHOUT UNDUE DELAY AND
AT THE LATEST WITHIN THIRTY DAYS AFTER RECEIPT OF THE REQUEST OF THE
REASONS FOR NOT TAKING ACTION AND ANY POSSIBILITY FOR INTERNAL REVIEW OF
THE DECISION BY THE CONTROLLER.

D. THE CONTROLLER SHALL PROVIDE INFORMATION UNDER THIS SECTION FREE
OF CHARGE TO THE CONSUMER. IF REQUESTS FROM A CONSUMER ARE MANIFESTLY
UNFOUNDED OR EXCESSIVE, IN PARTICULAR BECAUSE OF THEIR REPETITIVE
CHARACTER, THE CONTROLLER MAY EITHER:

1. CHARGE A REASONABLE FEE TAKING INTO ACCOUNT THE ADMINISTRATIVE
COSTS OF PROVIDING THE INFORMATION OR COMMUNICATION OR TAKING THE ACTION
REQUESTED.

2. REFUSE TO ACT ON THE REQUEST. THE CONTROLLER BEARS THE BURDEN OF
DEMONSTRATING THE MANIFESTLY UNFOUNDED OR EXCESSIVE CHARACTER OF THE
REQUEST AND MUST DETAIL THE CATEGORIES OR TYPES OF PERSONAL INFORMATION AND THE EXCESSIVE CHARACTER OR NATURE OF THE REQUEST.

E. If the controller has reasonable doubts concerning the identity of the consumer making a request under this section, the controller may request additional information necessary to confirm the identity of the consumer.

F. A consumer is not subject to a decision based solely on profiling that produces legal effects concerning the consumer or that similarly significantly affects the consumer. Legal or similarly significant effects include denial of consequential services or support, such as financial and lending services, housing, insurance, education enrollment, criminal justice, employment opportunities and health care services.

G. This section does not apply if the decision is:

1. Necessary for entering into or performing a contract between the consumer and a controller.

2. Authorized by a federal, state or local law or regulation to which the controller is subject and that incorporates suitable measures to safeguard the consumer’s rights and legitimate interests, as indicated by the risk assessments required by this article.

3. Based on the consumer’s informed consent.

H. Notwithstanding subsection G of this section, the controller shall implement suitable measures to safeguard consumer rights and legitimate interests with respect to decisions based solely on profiling, including providing human review of the decision, to express the consumer’s point of view with respect to the decision and to contest the decision.

18-578. Enforcement; violation; civil penalty; consumer privacy fund

A. The attorney general may bring an action in the name of this state, or as parens patriae, on behalf of persons residing in this state, to enforce this article.

B. A controller or processor violates this article if the controller or processor fails to cure any alleged breach of this article within thirty days after receiving notice of alleged noncompliance. Any controller or processor that violates this article is subject to an injunction and is liable for a civil penalty of not more than $2,500 for each violation or $7,500 for each intentional violation.

C. The consumer privacy fund is established consisting of civil penalties imposed under this article. The attorney general shall administer the fund. The monies in the fund are subject to legislative appropriation.

18-579. State preemption

The regulation of data security is of statewide concern. The regulation of data security pursuant to this article supersedes any local
LAW OR REGULATION AND IS NOT SUBJECT TO FURTHER REGULATION BY A COUNTY, CITY, TOWN OR OTHER POLITICAL SUBDIVISION OF THIS STATE.

18-580. Exceptions

A. THE OBLIGATIONS IMPOSED ON CONTROLLERS OR PROCESSORS UNDER THIS ARTICLE DO NOT RESTRICT A CONTROLLER'S OR PROCESSOR'S ABILITY TO DO ANY OF THE FOLLOWING:

1. COMPLY WITH FEDERAL, STATE OR LOCAL LAWS AND REGULATIONS.
2. COMPLY WITH A CIVIL, CRIMINAL OR REGULATORY INQUIRY, INVESTIGATION, SUBPOENA OR SUMMONS BY A FEDERAL, STATE, LOCAL OR OTHER GOVERNMENTAL AUTHORITY.
3. COOPERATE WITH LAW ENFORCEMENT AGENCIES CONCERNING CONDUCT OR ACTIVITY THAT THE CONTROLLER OR PROCESSOR REASONABLY AND IN GOOD FAITH BELIEVES MAY VIOLATE A FEDERAL, STATE OR LOCAL LAW OR REGULATION.
4. INVESTIGATE, EXERCISE OR DEFEND LEGAL CLAIMS.
5. PREVENT OR DETECT IDENTITY THEFT, FRAUD OR OTHER CRIMINAL ACTIVITY OR VERIFY IDENTITIES.

B. THE OBLIGATIONS IMPOSED ON CONTROLLERS AND PROCESSORS UNDER THIS ARTICLE DO NOT APPLY IF COMPLIANCE BY THE CONTROLLER OR PROCESSOR WITH THIS ARTICLE WOULD VIOLATE AN EVIDENTIARY PRIVILEGE UNDER THE LAWS OF THIS STATE AND DO NOT PREVENT THE CONTROLLER OR PROCESSOR FROM PROVIDING PERSONAL DATA CONCERNING A CONSUMER TO A PERSON COVERED BY AN EVIDENTIARY PRIVILEGE UNDER THE LAWS OF THIS STATE AS PART OF A PRIVILEGED COMMUNICATION.

C. A CONTROLLER OR PROCESSOR THAT DISCLOSES PERSONAL DATA TO A THIRD-PARTY CONTROLLER OR PROCESSOR IN COMPLIANCE WITH THE REQUIREMENTS OF THIS ARTICLE IS NOT IN VIOLATION OF THIS ARTICLE IF THE THIRD-PARTY RECIPIENT PROCESSES THE PERSONAL DATA IN VIOLATION OF THIS ARTICLE, IF AT THE TIME OF DISCLOSING THE PERSONAL DATA THE DISCLOSING CONTROLLER OR PROCESSOR DID NOT HAVE ACTUAL KNOWLEDGE THAT THE THIRD-PARTY RECIPIENT INTENDED TO COMMIT A VIOLATION. A THIRD-PARTY RECIPIENT THAT RECEIVES PERSONAL DATA FROM A CONTROLLER OR PROCESSOR IS LIKEWISE NOT LIABLE UNDER THIS ARTICLE FOR THE OBLIGATIONS OF A CONTROLLER OR PROCESSOR TO WHICH IT PROVIDES SERVICES.

D. THIS ARTICLE DOES NOT REQUIRE A CONTROLLER OR PROCESSOR TO DO ANY OF THE FOLLOWING:

1. REIDENTIFY DEIDENTIFIED DATA.
2. RETAIN PERSONAL DATA CONCERNING A CONSUMER THAT THE CONTROLLER OR PROCESSOR WOULD NOT OTHERWISE RETAIN IN THE ORDINARY COURSE OF BUSINESS.
3. COMPLY WITH A REQUEST TO EXERCISE ANY OF THE RIGHTS OF THIS ARTICLE IF THE CONTROLLER OR PROCESSOR IS UNABLE TO VERIFY, USING COMMERCIALY REASONABLE EFFORTS, THE IDENTITY OF THE CONSUMER MAKING THE REQUEST.
4. RETAIN PERSONAL DATA BEYOND EXISTING LEGAL OBLIGATIONS, RULES OR LAWS.
E. OBLIGATIONS IMPOSED ON CONTROLLERS AND PROCESSORS UNDER THIS ARTICLE DO NOT:

1. ADVERSELY AFFECT THE RIGHTS OF ANY PERSONS.
2. APPLY TO PROCESSING PERSONAL DATA BY A NATURAL PERSON IN THE COURSE OF A PURELY PERSONAL OR HOUSEHOLD ACTIVITY.

18-581. Liability
A. THIS ARTICLE DOES NOT SERVE AS THE BASIS FOR A PRIVATE RIGHT OF ACTION UNDER THIS ARTICLE OR ANY OTHER LAW.
B. IF MORE THAN ONE CONTROLLER OR PROCESSOR, OR BOTH A CONTROLLER AND A PROCESSOR, INVOLVED IN THE SAME PROCESSING ARE IN VIOLATION OF THIS ARTICLE, THE LIABILITY SHALL BE ALLOCATED AMONG THE PARTIES ACCORDING TO PRINCIPLES OF COMPARATIVE FAULT, UNLESS SUCH LIABILITY IS OTHERWISE ALLOCATED BY CONTRACT AMONG THE PARTIES.

18-582. Applicability
A. THIS ARTICLE APPLIES TO A LEGAL ENTITY WITH AN ANNUAL GROSS REVENUE OF AT LEAST $25,000,000 THAT CONDUCTS BUSINESS IN THIS STATE OR PRODUCES PRODUCTS OR SERVICES THAT ARE INTENTIONALLY TARGETED TO RESIDENTS OF THIS STATE AND THAT SATISFIES EITHER OF THE FOLLOWING THRESHOLDS:
1. CONTROLS OR PROCESSES DATA OF AT LEAST ONE HUNDRED THOUSAND CONSUMERS.
2. DERIVES OVER THIRTY-FIVE PERCENT OF GROSS REVENUE FROM THE SALE OF PERSONAL INFORMATION AND PROCESSES OR CONTROLS PERSONAL INFORMATION OF AT LEAST TWENTY-FIVE THOUSAND CONSUMERS.
B. THIS ARTICLE DOES NOT APPLY TO:
1. STATE AND LOCAL GOVERNMENTS.
3. DATA SETS THAT ARE MAINTAINED FOR EMPLOYMENT RECORDS PURPOSES.
4. BUSINESSES AND ACTIVITIES THAT ARE COVERED BY THE FAIR CREDIT REPORTING ACT (P.L. 90-321).